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BUKOPUCTAHHS LITYYHOI'O IHTEJIEKTY JJI1
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AHoTanis

YV 00nosioi posensdaemocs innosayiiinuu nioxio 00 niosuuer s HAOIHOCMI THHOKOMYHIKAYIUHUX MEPENC ULTISIXOM
BUKOPUCTNAHHA MEXHONOT WIMYUHO20 THMeNeKmy Oid NPOSHO3Y8ANHA A8apiliHux cumyayii. 3anpononoganuii nioxio
IPYHMYEMbCA HA 3ACMOCYSAHHI ANOPUMMIE MAUWMUHHO20 HAGYAHHSA MA HEUPOHHUX Mepexc Ol aHANI3Y GeNUKUX 00cA2i6
OaHux i BUAGNEHHA NOMEHYIUHUX GIOMO8 Mepedceso20 00Na0HanHA. Buxopucmanua iHmenreKmyanvHux cucmem
MOHIMOPUHEY 00380IAE  CBOEYACHO [0eHMUMIKysamu anomanii, MiHiMizyeamu pusuxku 300i6 ma niosuwumu
epexmugnicmov ynpaeninnsa ingppacmpykmyporo. Ilpedcmasneno 020 cyuacHux memoodis npoeHo3y68anHsl, ix nepesaci,
a Mmakooic NepCcneKMuUBHi HANPAMKU NOOANLULO20 BOOCKOHANEHHS CUCHEM MOHIMOPUHZY iHOKOMYHIKAYITHUX Mepedic.

KarouoBi cioBa: mTydHMid iHTENEKT, iHPOKOMYHIKaIiifHI MepexXi, MPOTHO3YBaHHs, aBapiiiHI CHUTYyallii, MalIuHHE
HABYAHHSI, HEHPOHHI MEPEKi, MOHITOPUHT, HAIIHICTh, aHAIII3 JAHUX.

Abstract

TThe report considers an innovative approach to increasing the reliability of infocommunication networks by using
artificial intelligence technologies to predict emergency situations. The proposed approach is based on machine
learning and neural network software algorithms to analyze large amounts of data and identify detected failed network
devices. The use of intelligent monitoring systems allows you to safely identify anomalies, minimize the risks of failures
and increase the efficiency of infrastructure management. An overview of modern forecasting methods, their
advantages, as well as promising areas for further improvement of the infocommunication network monitoring system is
presented.

Keywords: artificial intelligence, infocommunication networks, forecasting, emergencies, machine learning, neural
networks, monitoring, reliability, data analysis.

CyuacHi iHQOKOMYyHIKamiiHi Mepexi € CKIQJHUMH 0araTOpiBHEBUMH CHUCTEMaMH, Bix OesmepeOiiHol
po0OTH SIKMX 3aJeXUTh (PYHKIIOHYBaHHS KPUTHYHO BaXKIMBOI iH(QPACTPYKTYpPH, 30KpeMa CHEPIeTHKH,
TpPaHCIIOPTY, OaHKIBCBKMX CHCTeM Ta 3aco0iB 3B’s3ky [1]. B yMmoBax 3pocTaHHA KUIBKOCTI
iHQOKOMYHIKAI[IHHUX MEpeX Ta 30UIBIICHHS KUIBKOCTI 3aJisTHOTO OOJIaZiHAHHS MiJBUIIYETHCS PHU3UK
BHHUKHCHHS aBapiifHUX CUTYalliif, M0 NOTpeOye BIPOBAKEHHS IHTEICKTyaTbHUX CHCTEM MOHITOPHHTY Ta
MPOTHO3YBaHHS. [2]

VY 1pOMy KOHTEKCTi 0COONHMBOI akTyalbHOCTI HaOyBae PO3BHTOK TEXHOJOTIHM INITYYHOTO IHTENEKTY, SIKi
Jienaji MIMpIIe 3aCTOCOBYIOThCS Y PI3HUX Taly3sX — BiJ MEIUIIMHH Ta CHEPICTHUKU JIO TEJICKOMYHIKaIlil.



BukopucTaHHg aNropuTMiB MAIIMHHOTO HABYaHHS, DIMOOKMX HEHPOHHUX Mepex 1 MeTodiB 00poOKu
BEIIMKUX JAHUX 3a0e3Ieduye 3/aTHICTh CUCTEM CaMOCTIMHO aHalli3yBaTtd iH(OpMaIliiiHi TOTOKH, BHUSBISTH
MIPUXOBaH1 3aKOHOMIPHOCTI Ta mpuiiMarH pimeHHsa 0e3 Oe3mocepeaHporo BTpydanHs jonuau [3]. Y cdepi
iHPOKOMYHIKaI[iif INTY4YHWUH I1HTEJEKT CTa€ KIIOYOBHM I1HCTPYMEHTOM Ui aBTOMaru3alii mpoueciB
YIpaBIiHHS, TPOTHO3YBaHHS BiIMOB 00JIaJTHAHHS Ta ITiIBUIICHHS e(DeKTUBHOCTI (PyHKI[IOHYBaHHS MEPEK.

3acTocyBaHHs METOMIB IUTYYHOTO I1HTEJIEKTY, 30KpeMa MAIIMHHOIO HAaBYaHHSA Ta HEHPOHHHUX MEpPEX,
JIO3BOJIUTH 3MIIACHIOBATH paHHE BUSBICHHs aHOMaJiil y poOOTi Mepeki Ha OCHOBI aHaJi3y BEMKHX OOCSATIB
JaHuX. AnropuTMH kiacudikalii Ta HpOTHO3yBaHHS, WO 0a3ylOThCS Ha OCHOBI MHHYJIMX aBapiiHHX
CUTYaIli , MOXKYTh BU3HAYaTH TMOBIPHICTh BHHUKHEHHS aBapii Ta MmonepeKaTy ormeparopiB Mpo MOTeHIIIHHI
pusuku [4].

Hns peamizanii Takux cuUCTeM HEOOXiJHE 3acTOCYBaHHS MoJeNiel THOOKOro HaBYaHHS, PEKYpEHTHI
HeriponHi mepexi (RNN, LSTM) Ta GaeciBcbki Mepexi, siki 3a0€31MedyloTh TOYHE MPOTHO3YBaHHS 3MiH y
mapameTpax Tpadiky W CTaHl MeEpeKeBOro oOJagHaHHSI. BaXIMBOIO CKIAOBOIO € IHTETparis
IHTEJIeKTyaJ IbHUX CHCTeM i3 cuctemMamu MoHiTopuHTy (SNMP, NetFlow, Zabbix) mis aBTOMaTH30BaHOTO
aHaJIi3y JaHUX y peajlbHOMY Yaci [5].

BrnpoBamkeHHsI INTyYHOTO IHTENEKT Y TIPOIleC MPOTHO3YBAaHHS aBapiiHMX CHTYaIid ITiIBHIINUTH
Ha/IIHHICTh, Oe3neKy iHQOKOMyHIKamiiHUX MEpeK Ta eKCIUTyaTalliifHy CTiHKICTh, 3MEHIIHUTh BUTpPaTH Ha
TeXHi4uHEe 00CITyroByBaHHS Ta CKOPOTUTD Yac pearyBaHHS Ha IHIUACHTH.
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