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PEAJIIBAIIISI TA KPUIITOAHAJII3 BJIOKOBOT'O IIU®PY
TI'IJIJIA BACOBAMM JIHIMHOI AJITEBPU

BiHHMIIEKMI HAI[IOHATBHUIA TEXHIYHUHA YHIBEPCUTET

Anomauin

Y pobomi oocridsceno mamemamuuni ochosu 610k08020 wugpysanua na npuxnadi wugpy linia. Busnaueno
aneebpaiuHi ymMosu icHy8aHHs obepreHoi mampuyi Kioua 6 Kinbyi 1uwkie. Po3pobieno ma onucano aneopumm enepayii
npuoamuux 01 wugdpysanus kirouig. Ilposedeno komn'tomepre moodeno8antsa npoyecy ma OYiHKY CMIUKocmi memooy
00 310MY.

KurouoBi cioBa: xpurnrorpadis, miHiiiHa anreOpa, mmdp [mma, marpudni omepamii, MogyinpHa apupMeETHKA,
TeHepalis KII0YiB.

Abstract

The paper investigates the mathematical foundations of block encryption using the Hill cipher. Algebraic conditions
for the existence of an inverse key matrix in the residue ring are determined. An algorithm for generating keys suitable
for encryption is developed and described. Computer simulation of the process and evaluation of the method's
resistance to breaking are performed.
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Beryn

[Hdopmarniitna Ge3neka € KPUTHYHO BXKIMBOIO Y CyYaCHOMY CBiTi. BilbIIicTh alropuT™MiB 3aXUCTY TaHUX
0a3yrOThCA Ha CKIaHUX MareMaTHdHuX 3amadax [1]. [ludp [nna € kmacuaHuM MPHUKIIaIoM TOTIrPaMHOTO
mudpy, SKAH BUKOPUCTOBYE arapar JiHiiHoi anreOpu. Ha BinMiHy Bin mpocTux mudpiB 3aMiHA, BiH KOIY€E
OJIOKM CHMBOJIIB, IO JO3BOJISIE IPUXOBATH 4YacTOTHI 3aKOHOMipHOCTI MoBU [2]. Mera pobotu —
MPOJIEMOHCTPYBATH, K MaTpU4YHI TIepeTBOPEHHS 3a0e3MmeuyroTh KOH(DIIeHIIHHICTE iHpOopMaIii Ta omucaTu
AITOPUTM CTBOPEHHS CTIMKHUX KITFOUiB.

Pe3yabTaTu gociaixxeHHs

Marematnuna mojens mudpy [imma OazyeTbcsi Ha omeparisix 3 MaTPHISMH 32 MOJYJeM. TeKcT
TTOB1IOMJICHHSI PO30MBa€EThCs Ha k OJIOKIB TIOBKHUHOKO N, SIKi 3aITUCYIOTHCS K CTOBIII MaTpuili P po3mipHOCTI
nxk.

[porec mmdpyBaHHs OMUCYETHCS PiBHIHHSM:

C=(KxXP) modm

ne C — matpuns 3ammdposanoro Tekery (Nxk), P — matpuis BigkpuToro Tekcty, K — kBajaparHa MaTpuiis-
KJIFOY PO3MIPHOCTI NXn, @ M — NOTY)KHICTh andasiTy (Hanpukiaz, 26 s aHTTIHCHKOT MOBH).
Hns nemmpyBaHHs HEOOX1IHO BUKOHATH OOEpHEHE MePEeTBOPEHHS:

P=(K1xC) modm

HaticknanHinmmM etarnoM € reHepailis KopekTHoro kiroua K. 3 kypcy JiHiiiHOT aireOpu BiloMo, IO
MaTpHUIIS € 00OPOTHOFO B KUIBI Zm TOAI 1 TIIBKHK TOI, KoiH ii Bu3Ha4HUK det(K) B3aeMHO mpocTwii 3 MoxyieM
m, To6To HC/I(det(K),m)=1 [3].

Y po6oTi 3anpOIIOHOBAHO AITOPUTM TeHepallii KIF04iB, [0 TAPAHTY€E BUKOHAHHS I1i€1 YMOBH:

1) reHepairiisi BUIIAIKOBOT MATPHIL NXn 3 YkciIamMu B aiamnaszoui [0,m—1];
2) o6uucnenns BuszHaunuka det(K);
3) mepesipka ymosu: ko HCII(det(K),m)=1, maTpuis npuiiMacThbCs, iHaKIE — TeHEPYETHCS HOBA.

J1i1st IepeBipKy TEOPETHYHUX PO3PAXYHKIB OYIJIO pO3pOOIICHO POrpaMHHI allTOPUTM T'eHepallii KIIF0YiB Ta
mmdpyBaHHs. 3aMicTh PYYHOr0 MiI00py NapameTpiB, aITOPUTM aBTOMAaTHYHO ()OPMY€E BUNIAAKOBI MATPHULI Ta



repeBipse iX Ha 0OOPOTHICTH 3a JOTOMOTOI0 po3mupeHoro anroputMmy EBkimima. Ile mo3Bommio mpoBecTH
Cepiro eKCIIepUMEHTIB IS OIIHKYM HamiiHOCTI MeTomy (Taom. 1).

Tabmums 1. 3anexHicTh XapaKTepUCTUK MIU(PY B PO3MIPHOCTI MaTPHUII

Posmipnicte MaTpui (nxn) | KimbkicTh MOXUIMBHX KIIOUIB | CKIAIHICTH 3JI0MY

2%2 ~1.5x10° Husbka (MOXIUBHIA INBUAKHN 371aM)

3x3 =4.6x1010 Cepennst (BuMarae 004NCIIOBUIFHHUX PECYPCIB)
4x4 ~1.4x106 Bucoka (HaiiHO JUIs HABYAJIBHHX 3a]1a4)

ExcniepuMeHTH TIOKa3aay, IO IPW BUKOPHUCTAaHHI MATPHUIll 2X2 KITBKICTh KOMOIHAI HEBENHKA, IO
pobuth mmdp BpaznmuBuM. OmHAK 30UIBIICHHS PO3MIPHOCTI 0 4%X4 TPU3BOIUTH JI0 €KCIIOHEHI[AILHOTO
3pOCTaHHS KUTBKOCTI KIIO4iB, poOISAYM MpsIMUE mepebip HEMOXKIMBUAM 32 PO3YMHHH Yac Ha CTaHAapPTHOMY
obmamuanmi [1].

BucHoBku

Y poborTi mpoaHalli3oBaHO 3aCTOCYBaHHS JiHIIHOI anreOpu B kibepOesmeni. JloBeAeHO, 1110 KOPEKTHE
BHKOPHUCTAHHA MAaTPUYHHUX OIEpamiii 1o3Boisie €(EKTHBHO 3axHWINATH TEKCTOBI daHi. Komir'torepHe
MOJIETTFOBAaHHS MIATBEPAMIIO, IO CTIHKICTh mudpy ['iyura mpsmMo 3aIeXuTh BiJ pO3MIpHOCTI MaTpPHIIl KITFOYa.
OtpumaHi pe3yabTaTH AEMOHCTPYIOTh BaXKJIMBICTh MAaTEMAaTUYHOTO anapary MpH MPOCKTYBaHHI aJrOPUTMIB
3axucTy iHpopmamii [1, 3].
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