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OnTuMmizanisi 004YNCIIOBAIBLHUX NPoLECiB y KpuntocucreMi RSA Ha
ocHOBI KuTaiicbKkol TeopeMu npo 3a1HIIKH

BiHHULIBKHH HAI[IOHATBHUN TEXHIYHUNA YHIBEPCUTET

AHoOTaNis

Memoto 0anoi cmammi € 6ugueHHs NPUHYUNIE ACUMEMPUUHORO WUPPYBANHA MA MemOOi6 NiO8UUeHHS
00YUCTIOBANILHOI eheKmusHOCMI, a MAaKoxC npakmuuyna peanizayis anrcopummy RSA 3 euxopucmanusam
KUMaiicbkoi meopemu npo 3a1uwky. Y xo0i euxonauHs pobomu HeoOXioHo OYI0 peanizy8amu npocpammy
OdemoHcmpayilo pobomu  anrecopummy, HOPIGHAMU WEUOKICMb 00YUCIeHb KAACU4H020 Memody RSA ma
ONMUMI308aHO20 6APIAHMY, A MAKOAC OOCTIOUMU 6NIUE 3ACMOCYBAHHS KUMAICLKOI meopemu nPo 3anUuiKu
Ha onepayii dewupyeanms.

KawuoBi cnoBa: moBa nporpamyBanus C++, anroputm RSA, kuralicbka Teopema IMpo 3alUIIKH,
acUMeTpHYHe MU (PyBaHHS.

Abstract

The purpose of this article is to study the principles of asymmetric encryption and methods for increasing
computational efficiency, as well as the practical implementation of the RSA algorithm using the chinese
remainder theorem. In the course of the work, it was necessary to implement a software demonstration of the
algorithm, compare the calculation speed of the classical RSA method and the optimized variant, and
investigate the impact of applying the chinese remainder theorem on decryption.

Keywords: C++ programming language, RSA algorithm, chinese remainder theorem, asymmetric
encryption.

Beryn

Anroput™M RSA € ogHAM i3 HAWMOMMPEHIIINX CTaHIAPTIB ACHMETPUYHOTO MUGPYBaHHS, KU IIHPOKO
BUKOPHCTOBYEThCS JUIA 3aXHCTy Iepeqadi JaHMX Ta CTBOpeHHs MdpoBHX miamucis. Moro HamiiiHicTs
TPYHTYETHCS HAa MaTeMaTHYHIN CKIIAAHOCTI (haKTopr3allii BeMUKHUX MiTuX ncel. [Ipore, cyTTeBUM HeIOIIKOM
KiracudHoi peamizariii RSA € Bucoka obumciIOBambHA CKIATHICTH ONEpalid MiTHECEHHS IO CTENEHs 3a
MOJTyJIEM, o crae KPUTUYHUM  TIPH BUKOPHCTaHHI  KJIFOUIB BEIMKOT  JIOBXKHHH.
VY nmaniit poboti peamizoBano anroputM RSA moBoto C++ Ta HOCHIIKEHO MPUPICT MPOAYKTUBHOCTI, KU
3a0be3rmevye 3aCTOCYBaHHS KHTAHCBHKOI TEOpEeMHM IMPO 3alHIIKA MOPIBHSHO 3 KIACHYHUM METOJIOM.

Pe3yabTaTtn gociairkeHHs

[Iporpama peamnizoBana MoBoro C++ i CKiamaeThcst 3 HAOOPY (YHKIINA, M0 3a0e3MeUyI0Th TeHepallito
KITFOYiB, MM(PyBaHHSA Ta JABa METOMU ACMM(PPYBaHHS: KIACHYHUI Ta ONTHMI30BAaHHUH 3 BUKOPHCTAHHSIM
KUTAaWCHKOI TEOPEMH PO 3AITHIIKH.

ITin yac 3amycKy mporpamMu KOpHCTYBad BBOAWTH JIBA BEJIMKUX MPOCTUX YHcia p Ta d. s mepeBipku ix
MIPOCTOTU BUKOPUCTOBYEThCs (pyHKITis isPrime. Ha ocHOBI BBe/leHNX JaHUX OOYHUCITIOETHCS MOMYIIb CHCTEMH
n = p * q ta 3Ha4yeHHs ¢yHkuii Efnepa. Bigkpura excioHeHTa 3adikcoBaHa y KOJi 3Ha4eHHsM u=17, a
CEKpETHA eKCIIOHEHTa V 00YMCIIIOETHCS 3a JOIMOMOI0I0 po3mHpeHoro anroputMy EBkiina (modInverse) Tak,
1100 BUKOHYBaJIach yMOBA:

u*v=1mod phi(n)

[Ticns renepauii kimtodiB BigOyBaeThcs MM(PYBaHHS BBEIEHOI'O KOPHUCTYBayeM IOBIIOMIICHHA m 3a
hopmymnoro:

C=m"modn



st peanizanii mporecy aemmppyBaHHs Mporpama MporoHye ABa IUIIXH, IO JO3BOJISIE HAOUHO MTOPIBHATH
IXHIO O0YMCITIOBAIBHY CKIIHICTB.

1. Cranpaprauii metoa. emmdpyBaHHS BUKOHYETHCS IUISIXOM MPSIMOTO MiAHECEHHS H(POTEKCTY 10
CTEMeHsI CEKPETHOT eKCITIOHEHTH 38 MOAYJIEM N

m=C"modn

OCKiNTbKY YHCcTa V Ta N € BETUKUMH, LIS Olepallis BUMarae 3HauHUX pecypciB. Y MporpaMHii peamizarii
¢GyHKLIT power Ui IBOrO METOJY BCTAHOBJEHO BAaroBWH Koe(illieHT ckiaaaHocTi omeparii 4 (YMOBHHX
OJIMHUIIB), IO BigoOpakae poOOTY 3 UMCIIaMU MOJBIIHOT TOBKUHH (Y 6iTax).

2. MeTox Ha OCHOBI KMTaiicbK0l TeopemMu mpo 3aaumku. Lleii Meros onTuMiszye mpoiiec, po30UBaOYU
OJIHE CKJIaJIHE OOUUCIICHHS Ha J[BA MPOCTILINX 32 MOLYJISIMH P Ta (. AJITOPUTM JIi€ HACTYITHUM YHHOM:

1. Tlonepennbo obuncmo0Thes KomrnonenTu nosiomnenns: C, =C*mod p ta C, =C*mod(q.
2. OGuucorThes peryKoBani ekcrionentu: VP =v*mod(p—1) ta vq=v*mod(q-1).

3. 3HaxomsaThcsa YaCTMHM BHXigHOro nopizomienns: mMp =Cp”®*mod p Ta mq=Cqg"*modq.

4. Kinnepuii pCSYJ]LTaT 30MpaeTbes 3a GOPMYIIOI0 KUTAHCHKOT TEOPEMH MPO 3aJIHIIKH, Peali3oBaHOIO B
komi: m=(p*(p"modq)*mg+qg*(q ™" mod p)*mp)modn .

5. VYV 1upoMy Bunajaky orepaiii BUKOHYIOThCS 3 MEHIIUMHU YHCIaMH, TOMY BaroBui Koe(illieHT
CKJIaHOCTI Y DYHKIT power qopiBHIOE 1.

IToBHMIi KOA MpOrpamMu:

#include <iostream>
using namespace std;
long long operations_count = 0;
//NippaxyHok 6iT
int countBits(long long n) {
int bits = 0;
while (n > @) {
n /= 2;
bits++;
¥
return bits;
¥
bool isPrime(long long n) {
if (n <= 1) return false;
for (long long i = 2; i * i <= n; i++) {
if (n % i == @) return false;
¥

return true;
¥
// OyHkuis nipgHeceHHs [o cTeneHAa 3 "Barow" (onepauii y cTaHgAapTHoMy cnocobi
npuénusHo y 4 pasun cknagHiwi ans obpaxyHkiB
// Npu BUKOpUCTaAHi AnAa obpaxyHKiB KUTaWCbKoi Teopemu Mpo 3asuiiKku)
long long power(long long base, long long exp, long long mod, int weight) {
long long res = 1;
base = base % mod;
while (exp > 0) {
if (exp % 2 == 1) {
res = (res * base) % mod;
operations_count += weight;
}
exp = exp / 2;
base = (base * base) % mod;
operations_count += weight;

}

return res;



}

// Po3wupeHun anroputm EBknipa
long long modInverse(long long a, long long m) {
long long m@ = m;
long long y = 0, x = 1;
if (m == 1) return 0;
while (a > 1) {

long long q = a / m;
long long t = m;
m=a%m, a=t;
t=y;
y=x-9q*y;
X = t;
}
if (x < @) x += mo;
return x;
}
int main() {

long long p, q, message;
long long u = 17;

cout << "========================================" << endl;
cout << " RSA DECIPHERING SIMULATION " << endl;
cout << "========================================" << endl;
do{

cout << "Enter prime P (rec: 40009): ";

cin >> p;

if (!isPrime(p)) cout << "Error: Not prime.\n";
} while (!isPrime(p));
do {

cout << "Enter prime Q (rec: 40037): ";

cin >> q;

if (!isPrime(q)) cout << "Error: Not prime.\n";
} while (!isPrime(q));
long long n = p * q; // 0b4yucneHHAa mopynda n
long long phi = (p - 1) * (q - 1); // ®yHkuia Einepa
long long v
cout << "\n[System] Keys Generated:" << endl;

cout << " Public Key (u, n): (" << u << ", << n << ")" << endl;
cout << " Private Key (v, n): (" << v << ", " << n<<")" << endl;
if (v == 0) {

cout << "Error: Invalid keys. Restart."” << endl;

return 1;
}
bool validMsg = false;
do {

cout << "\nEnter message (m < << n << "):";
cin >> message;
if (message >= n) cout << "Error: Too big!\n";
else validMsg = true;

} while (!validMsg);

// WndpyBaHHa: C = m™u mod n

operations_count = 0;

long long c = power(message, u, n, 1);

cout << "\n[Step 2] Encrypted C: " << c << endl;

while (true) {
cout <<

modInverse(u, phi); // CekpeTHa eKCMOHeHTa

<< endl;

cout <<
cout <<
cout <<

"Select Decryption Method:" << endl;
"1. Standard Method (Direct Exponentiation)"” << endl;
"2. CRT Method (Chinese Remainder Theorem)" << endl;



<< endl;

<< endl;

endl;

cout << "3. Exit" << endl;
cout << "Choice: ";
int choice;
cin >> choice;
if (choice == 3) break;
long long result = 0;
long long cost = ©;
if (choice == 1) {
// CTaHpapTHuii cnocib: m = CAv mod n

cout << "\n=== STANDARD RSA DECRYPTION ===" << endl;

cout << "1. Formula application:" << endl;

cout << " m = C*v mod n" << endl;

cout << " m="<< c << "M << v << " mod " << n << endl;

cout << "\n2. Complexity Analysis:
cout << " Exponent v:

<< endl;

cout << Modulus n:
operations_count = 0;
result = power(c, v, n, 4);
cost = operations_count;

<< v << " (" << countBits(v) << " bits)"

<< n << " (" << countBits(n) << " bits)"

cout << " -> Decrypted Message m: " << result << endl;

cout << " -> Operations Cost: " << cost << " units" << endl;
}
else if (choice == 2) {

// KuTaiicbka Teopema MpoO JIMWKMK

cout << "\n=== CRT DECRYPTION (METHODOLOGY) ===" << endl;

operations_count = 0;
// 064ucneHHa ocHoB (c_p, c€_q)
long long cp = c % p;
long long cq = c % q;
// 064ucneHHA nokasHukiB 3a Teopemow ®epma (v_gp, V_gq)
long long v.gp =v % (p - 1);
long long v.gq=v % (q - 1);
cout << "1. Foundations and Exponents:

<< endl;

cout << " cp=Cmodp="<x<cp<<", cq=Cmod q =
cout << " v gp = v mod (p-1) = " << v_gp << endl;
cout << " v .gq =v mod (g-1) = " << v_gq << endl;

// 064ncneHHa m_p, m_q
long long m_p = power(cp, v_gp, p, 1);
long long m_g = power(cq, v_gq, q, 1);

<< cq <<

cout << "\n2. Calculating Parts (Parallelizable):" << endl;

cout <<
cout <<

mp = cprv_gp mod p =
m g = cq*v_gq mod q =

<< m_p << endl;
<< m_q << endl;

// KoediuieHTn p_g”~-1 Ta gq_p”-1 32 po3wupeHuM anroputmom EBkNina

long long p_inv_q = modInverse(p, q);

long long gq_inv_p = modInverse(q, p);

// m=(p *pinv.g *m g+ q * g inv.p * m_p) mod n
long long terml = (p % n * p_inv.q % n) % n;

terml = (terml * (m_q % n)) % n;

long long term2 = (q % n * g_inv.p % n) % n;

term2 = (term2 * (m_p % n)) % n;

result = (terml + term2) % n;

cost = operations_count;

cout << "\n3. Recombining Result (CRT Formula 3):" << endl;

cout <« m = << result << endl;
cout << " Operations Cost: << cost <«

units" << endl;



return 9;

}

I[Ipuxknagu podoTH NMPOrpamu:
I'enepanis kiaro4iB Ta mmdpyBaHHs

Enter prime P (rec: U40009): UOOO9
Enter prime Q (rec: 40037): 40037

[System] Keys Generated:

Public Key (u, n): (17, 1601848333)
Private Key (v, n): (1130654321, 16018u40333)

Enter message (m < 1601840333): 123U4567890

[Step 2] Encrypted C: 149907388

Puc. 1. Eran ininiamizauii cucremu
Meton CRT Ta nmopiBHAHHS

Select Decryption Method:

1. Standard Method (Direct Exponentiation)
2. CRT Method (Chinese Remainder Theorem)
3. ExiE

Choice: 2

=== CRT DECRYPTION (METHODOLOGY)

1. Foundations and Exponents:
cp = C mod p = 33674, cq = C mod q = 8860
v_gp v mod (p—-1) = 28241
v_gq v mod (g-1) = 37681

Calculating Parts (Parallelizable):
m_p = cp”v_gp mod p 10177
m_q cq”v_gq mod q 26995

Recombining Result (CRT Formula 3):
m = 1234567890
Operations Cost: U46 units

Puc. 2. Pesynprat nemmdpysanns 3a gornomororo CRT.

CranpapTHuii Mmetox AeminpyBaHHA



Select Decryption Method:

1. Standard Method (Direct Exponentiation)
2. CRT Method (Chinese Remainder Theorem)
3. Exit

Choice: 1

STANDARD RSA DECRYPTION ===
Formula application:
m = C*v mod n
= 149907388"1130654321 mod 16013840333

Complexity Analysis:

Exponent v: 1130654321 (31 bits)
Modulus n: 16018uU8333 (31 bits)
—> Decrypted Message m: 1234567890
—> QOperations Cost: 180 units

Puc. 3. PegynbraT nemmdpyBaHHs CTaHAAPTHAM METOJIOM.
BucHook

B xoxi BuKOHaHHS poOOTH OYJI0 peali3oBaHO Ta JOCTIIKEHO aJropuT™M onTuMizallii qemmdpysanss RSA.
[IpoBeneni TecTH MOKa3aH, 10 BUKOprcTaHHs KnuTalichkoi TeopeMu Mpo 3aJIUIIKA J03BOJISIE:

1. 3MeHmMTH 00YMCITIOBANIBHY CKIAJHICTE orepairii gemudpyBaHHs (3TiHO 3 JTYAIBHUKOM OTepallii
— Y KiJIbKa pasiB).

2. 3a0e3ne4ynTH MATEMAaTUYHY TOUYHICTh BIHOBJICHHS JaHHX.

3. CrBopuTH MIATPYHTSA IS peaitizallii mapajelbHUX OOYHCIIeHb, OCKUIBKM 3HAYEHHS M P Ta M_(
MOXKYTh OOUMCITIOBATHCS OHOYACHO Ha PI3HUX SApax Mporecopa.
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