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METO/I TA 3ACOBH MOHITOPHUHI'Y IoT-IPUCTPOIB Y
JIOKAJIBHUX MEPEXAX I3 BUSABJIEHHAM BIIMOB

BiHHULIbKH HAI[IOHATBHUN TEXHIYHUNA YHIBEPCHTET

AHoTalisa

Y pobomi poszensnymo memood ma npoepamuui 3acib6 monwimopuney oocmynnocmi 10T-npucmpoie y noxanvrux
Mmepexcax OJis CBOEHACHO20 BUSABIICHHS 8I0MO8. 3anpononosanutl nioxio basyemucs na 2iopudnit L3-diaenocmuyi, ujo
sxmouae nepioouuny eionpasxy ICMP-3anumise ons ananizy empamu naxemis (loss) ma zampumxu (latency), a
MAKoHC Mexauizm Qikcayii 6i0Mo8 3 Nopo2om ouikysanHs. Po3pobneno apximexmypy piuteHts y 6uensioi HaCMLIbHO20
(desktop) 3acmocynxy na Python, wo asmomamuuno eusHauac napamempu HOMOYHOI mepexci ma 003605
KOpUCMY8AUesi 6 PedCumMi PeaibHo20 4acy 6i0CmeNCcysamu Cmamyc npucmpois, ioenmugikyeamu ix, izyanizyeamu
icmopiio cmany Ha epapikax ma ompumyeamu ONepamueHi CnoSiueH s y HCypHal 8iomos. Lle niosuwye naditnicmo
Qyuryionysanns "posymnol” mepesrci 3a805Ku KOMNJIEKCHI ma WeUOKIl diacHoCmuyi.

KimouoBi cioBa: /o7, monimopune, noxkanvha mepedica, useienHs 6i0oMo8, nacminbhuti 3acmocynox, ICMP,
Scapy, L3-monimopune, oecpadayis kanany.

Abstract

The paper considers the method and software tools for monitoring the availability of 10T devices in local networks
for timely failure detection. The proposed approach is based on a hybrid L3 diagnostics, which includes periodic
ICMP requests to analyze packet loss and latency, as well as a failure detection mechanism with a waiting threshold.
A solution architecture has been developed in the form of a desktop application (Python), which automatically detects
current network parameters and allows the user to monitor the status of connected devices in real-time, identify them,
visualize status history on charts, and receive operational notifications in a failure log. This enhances the operational
reliability of the "smart" network due to comprehensive and fast diagnostics.

Keywords: 10T, monitoring, local network, failure detection, desktop application, ICMP, Scapy, L3 monitoring,
channel degradation.

Beryn

VY cy4acHHX yMOBaX CTPIMKOTO PO3BHUTKY TEXHOJOTIH Ta €KCIOHEHIIabHOTO 3POCTaHHA KUTBKOCTI
MIPUCTPOIB, MIAKITIOUEHUX 10 Mepexi [areprer, konmenmia [aTepuery peueit (IoT) HabyBae Bce GibIoro
rommuperHs. loT-cucTemMu cTaim HEBiM'€eMHOIO YaCTHHOIO pi3HOMaHITHUX cdep... (Teker 30iraerpes)... Lle
3YMOBITIO€ HEOOXIMHICTh PO3POOKH MPOCTHX, JOKATI30BAHMX Ta JOCTYITHUX 3ac00iB, c(poKycoBaHWX Ha
0a30BHX, alie KPUTUIHO BOKIMBHUX MapaMeTpax — JOCTYITHOCTI IPHUCTPOIO B MEPEXKi.

AXTyalbHUM HAIpsSIMOM € CTBOPEHHS METOy Ta MPOTpaMHUX 3ac00iB MOHITOPHHTY, PEalTi30BaHUX Y
BHTIISIII HAcTUTEHOTO (desktop) 3acTOCYHKY, IKi 3a0€3MeuyI0Th aBTOMATHYHE BUSBJICHHS BiZIMOB 3'€ THAHHS
MIPUCTPOIB, MAKIIOYEHUX J0 TOTO X MapIIpyTH3aTopa, i (hopMyBaHHs OMOBIIIEHb y PEKHUMI pPeaTbHOro
gacy. Po3pobnerHs moaiOHOro J0KaIFHOTO Ta HE3AJIEKHOT'0 IIPOTrPaMHOT0 3aC00Y A1 MOHITOPHHTY CTaHY
l0T-iprcTpoiB € BaXKITUBUM 3aBIaHHSM, BiJl €PEKTHBHOTO BUPIMIEHHS SKOTO 3aJEXKHUTHh CTaOUIBHICTh Ta
KEepPOBaHICTh CYJacHO1 "po3yMHOI" iHPPACTPYKTYpPH.

Pe3yabTaTtn gociaixkeHHs

VY pe3ynbTaTi MPOBEOEHOrO JOCHI[DKEHHS Oyno po3po0JeHO MPOTOTUI HACTUIBHOI CHUCTEMH
MoHiTopuHry loT-TpucTpoiB y JOKanbHIl Mepexi, sfka YCHIIIHO peaji3ye 3alpONOHOBAHUH METOX
BusiBiieHHs1 L3-BimmoB. [Iporpamuuii 3aci0, po3pobiennii Ha mMoBi Python 3 BukopucranHsM 0ibrioTek
Scapy, psutil Ta CustomTkinter, aBToMaTnuHO BH3Ha4ae mapameTpu norodnoi mepexi (IP-agpecy Ta
MAacKy) A7 iHiliasi3anii ckaHyBaHHsI, 10 JO3BOJIsiE HOMY MPALIOBATH B PI3HUX MEPEKEBUX OTOYCHHSX 03
PYYHOTO HaJIaIITyBaHHS.

Meron MOHITOPUHTY I'PYHTY€EThCS Ha nepioguuHii Bignpasui ICMP-3anutiB (ping) 10 BCiX BUSBIEHUX
y Mepexi npuctpoiB. Lle mo3Bonsie knacuikyBaTu cTaH KOKHOTO MPUCTPOIO Ha OCHOBI JIBOX KIJIFOYOBUX
MOKa3HMKIB: BiICOTKA BTPATH MaKeTiB Ta cepenHboi 3aTpuMk (latency). Ha ocHOBI nux naHuX mpuCTpii



otpumye cratyc: "J1o0puit" (cTabinpHuit 3B'130K), "Cepenniit" (Bucoka 3atpumka) ado "Tloranuit" (BTpata
MaKEeTiB), IO € PaHHIM BHUABJICHHSM JCrpajarlii 3'e THaHHSI.

Hns ¢ikcanii MOBHMX BiMOB, CHCTEMa BHKOPHCTOBYE MOpPIT OYiKyBaHHS (HAampWKiIax, 3 LUKIH
CKaHyBaHHA). SIKIIO MpUCTpiH, 10 paHime OyB y Mepexi, He BIAMOBIA€ MPOTATOM 3aIaHOTO Yacy, HOro
BiZ]MOBa PEECTPYETHCS Y JKypHalli croBimeHb. Jist Bizyanizamii icTopii crany Oyio iHTerpoBaHo Tpadiku
(Matplotlib), a nns monermenns imeHTHdikalii — MexaHi3M 30€peKEHHS TCEBIOHIMIB MPUCTPOIB Y
30BHIHBbOMY (aiini (devices.json). Lle mo3Bonsie xopucTyBaueBi BiIpi3HATH, Hampukiajn, "Poyrep y
BiTanpH1" Bix "Xiaomi Inc.".

OTtpumaHi pe3ybTaTH MiATBEPIIN TOUUIBHICTh Ta e)eKTHBHICTh BUKOPUCTaHHs OaratopiBHeBoro L3-
MOHITOPUHTY. 3alTpONOHOBAHMH MiAXia 3a0e3meuye 30a1aHCOBaHICTh MK TOYHICTIO JETEKIIil, IIBUIKICTIO
OHOBJICHHS IJaHUX Ta MIHIMaJbHUMH PECYPCHUMH BUTpATaMH, IO POOUTH HOTO BHCOKOS(PEKTHBHUM IS
MPAKTUYHOTO 3aCTOCYBAHHSI.

BucHoBxku

1. 3anporoHOBaHMI METOI MOHITOPHUHTY aocTymHOoCTi [oT-npucTpois, peanizoBaHuii SIK HACTUTEHUI
mporpaMHuii 3aci0, 3a0e3nedye CBOEYaCHE BUSIBIICHHS SK TOBHHX BiZIMOB (TaliM-ayT), TaK 1 YaCTKOBHX
(merpanariist KaHaity, BTpaTa MaKkeTiB).

2. Buxopucranas ICMP-niporokony (ping) y MoeJAHaHHI 3 aBTOMAaTHYHMM BU3HAYEHHIM MEpEexi
(uepes psutil/socket) M03BONMIO CTBOPUTH THYUKE PIIICHHS, 3JaTHE MPAIIOBATA B PI3HUX JIOKAJBHUX
Mepexax 0e3 BTpy4aHHs KOPHCTYBaya.

3. Pozpobnennii desktop-intepdetic (CustomTkinter) ta Tabnmune mpeacraBieHHs (ttk. Treeview)
CHPOILYIOTh MpOIeC MOHITOpUHTY. Ha BiaMiHy Big BeO-pillieHb, JaHWA MiAXiA Mae OpIMUN
HU3bKOPIBHEBUH JIOCTYII JI0 MEPEKEBHUX PECYpCiB (3aBASKH scapy), HeoOXimHui aist L3 jgiarHocTuky.

4. Iurerparmis XypHasly BimMoB, Bizyamizariii icropii (Matplotlib) Ta MexaHi3My IICEBIOHIMIB HaJa€
KOPHCTYBady TIOBHHI Ha0Ip IHCTPYMEHTIB IS IIarHOCTUKY CTaHY MEPEXKi.

5. Tloganpmri TOCITIIKEHHS CITiJ CIIPSAMYBATH Ha PO3IIMPEHHS METOY JJIs BUSBJICHHS BiIMOB PiBHS
L4/L7 (aBroMaTH4YHHI MOHITOPHHI CEPBICHHMX IIOPTIB) Ta aHaii3 OC3MEKOBHX aHOMaliil (aBTOMAaTHYHE
CTBOpPEHHS "BIIOUTKIB" MPUCTPOIB).
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