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3AXUCT HACEJIEHHS BIJI IHOOPMAIIIMHO-
IICUXOJIOTTYHUX ONEPAIIH ITIJT YAC BIMHA

BiHHULIbKHI HAI[IOHATBHUM TEXHIYHUN YHIBEPCUTET

AHoTAalisa

Y cmammi posenanymo cymmuicme ingopmayiino-ncuxonoeiunux onepayiu (II10) sx incmpymenmy
2ibpuonoi eitinu. Hasedeno eusnawenHs NOHAMms 3 Cy4acHux ooicepel, npoauanizoéano npuxiaou 110 e
KOHMEKCMI POCIUCbKO-YKPAIHCHKOI GIUHU Ma 3anpONoHO6aHo cmpamezii 3axucmy Hacenenwus. Iliokpecieno
BAJCIUBICMb  MeOIAZPAMOMHOCMI, PEe3UIEHMHOCME  Mdad  KOHMPHAPAMUGLE Ol  Npomuoii  MaHinyisayisim.
Axmyanvuicme memu 00IPYHMOBAHO NOMPebOI0 6 CUCMEMHOMY Ni0X00i 00 3aXUCHY CYCHITbCMBA 8 YMOBAX
iHopmayitinux 3a2pos.

KoarouoBi ciioBa: iHpopMaiiiHO-IICHXOJIOTIYHI Ornepallii, MCHXoNoriyHa BilHa, Ae3iH(opMallis, 3aXHCT
HaCeJICHHS, T10puIHa BiifHA.

Abstract

The article examines the essence of information and psychological operations (IPO) as a tool of hybrid
warfare. It provides definitions of the concept from contemporary sources, analyzes examples of IPO in the
context of the Russian-Ukrainian war, and proposes strategies for protecting the population. The importance of
media literacy, resilience, and counter-narratives in countering manipulation is emphasized. The relevance of the
topic is justified by the need for a systematic approach to protecting society in the face of information threats.

Keywords: information and psychological operations, psychological warfare, disinformation, civil
protection, hybrid warfare.

Beryn

Indopmamiitro-nicuxonorigdi oneparii (II10), € KITFOYOBHM €IEMEHTOM CyJacHHUX KOH(QITIKTIB,
ne iHdopMaIlis ctae 30po€ro AT BIUTUBY Ha CBIIOMICTh HAaceJICHHS. Y KOHTEKCTI TiOpHUIHOI BiliHH, K ¥
BHUIAJKY pOcCilicbKko-ykpaincbkoi, ITIO crpsMoBaHi Ha meMopalizaiiio, Je30pI€HTAIII0 Ta PO3MIICHHS
CyCIIILCTBA. 3a JAHUMH CyYacHHX [OCHI/DKCHb, TakKi oIeparlii IOeIHYIOTh IIpOoIaraHiy,
ne3indopmarriro Ta Kibeparaku, IO yCKIAIHIOE iX BUABJICHHS Ta HEHTpaii3amifo. AKTyalbHICTh TEMHU
3yMOBJIEHA MIBUJKAM PO3BHTKOM IU(MPOBUX TEXHONOTIH, siki mocuiroioTh BB 1110 Ha nuBiTbHE
HaCEJIeHHSI.

Meroro crarTi € anani3 BuzHadeHb 110, HaBemeHHS MPHUKITAIIB 3 POCIICHKO-YKpaiHCHKOT BIHH
Ta MPOMO3HIIIS MUIAXIB 3aXHCTY.

OcHoBHa YacTHHA

BusnauenHs mnossTTS "iH(OpMaIiiiHO-TICMXONOriyHa oOmepamia" y Cy4acHid jiteparypi
BapilOEThCS 3AJIEXKHO BiJl KOHTEKCTY, aJie 3arajoM akIeHTye Ha IIAaHOBAHOMY BIUIMBI Ha IICHUXIKY Ta
noBeninky. 3rimHo 3 RAND Corporation, mcuxonorigHa BiliHa BKITIOYA€ TJIAHOBaHE BHKOPHUCTAHHS
MpOoMaraHgy Ta IHIOIMX IICHXOJOTIYHUX OIEepaiii A BIUIMBY Ha JyMKH, €MOIlii, CTaBJIEHHS Ta
noBefiHky omno3umiHux Tpyn [1]. Lle Bu3HaueHHA migkpecmioe crparteriunnii xapakrep 1O sk
IHCTpYMEHTY ISl JOCATHEHHS BIMCHKOBHX UM TOMITHYHUX Iiell 0e3 mpaMoro ¢ismgHOTO
MIPOTUCTOSHHS.

[rme Bu3navenns npononye Oxford Public International Law: Mera rcuxonoriyHux onepauii
— IHIyKyBaTH a00 IMOCHIIIOBATH 1HO3EMHI CTaBJICHHS Ta MOBEIHKY, CIPUSATINBI JUIs LiieHd iHimiaTopa,
BIJIOBITHO 10 JOKTPHHH CIUIBHUX ormepalliii [2]. ABTOpM IbOr0 BU3HAUEHHS HAroJoONIyIOTh Ha
fopunaHux Mexax 1110 B MibKHapoIHOMY IpaBi, 30KpeMa B yMOBax 30pOMHHX KOH(IIKTIB.

Y cucremaTmyHOMY OIJISiAI KOTHITHBHOI Ta mcuxoioriunoi BiitHM Bim The Dialogue
Humanitarian Journal IITIO Bu3HauatoThcs AK "TicMxonoriuHi omepamii’ abo "BilChKOBi ormepariii
migTpuMKH iH(pOopMaIlii”, crpsAMoBaHi Ha BIUIMB Ha MOTHBAIlIIO Ta O0'€KTUBHE MHCIEHHS aymuTOpii
yepe3 BuOpaHy indopmariio [3]. ABTOp orisiay BKazye Ha eBOJIOLI0 TepMiHa Bin kiacuunoi PSYOP no
CyJacHHX onepaiiil B iHpopmaliiHOMy cepeIOBHIIII.

Konkperni nmpuknaau ITIO crocrepiratioTeCsi B pOCiCbKO-YKpaiHCBKiM BiliHI, Oe 00HMIBi
CTOPOHH 3aCTOCOBYIOTh TaKi onepaliii. pocis BUKOPUCTOBYE iH(opMauiliHe yrpaBiiHHA Yyepe3 JIepKaBHi
3MI ta 60oTn B comiadbHMX Mepexax Uil NOMMpeHHs ae3iHdopmanii, sk 3a3Hadae Anil Khosla y
"Psychological Warfare in Ukraine: Success or Failure" [4]. Ilpuknagom € xammaHii 3 HigpuBy



MoOinmizanii B Ykpaini, ae pociiiceki IO cnpsMoBaHi Ha AMCKPEAWUTALIIO TMPOLECY, 3HUKECHHS
MOpPaJFHOTO AyXy Ta MOIUpeHHs (eiKiB mpo "mpuMycoBy MoOinizamito"[5].

Bapro BUOKpeMUTH KOHKPETHI BHIMTAKH, IO AEMOHCTPYIOTh BapiaTUBHICTH (pOpMATIB BOPOKHIX
BIUIMBIB. SICKpaBUM NPUKIAJOM TEXHOJOTIUHOI Aindeiik-aTaku crana cnpoba mommpeHHs (eiikoBoro
Bineo3BepHeHHs [Ipesnnenta Yipainu 16 Oepesns 2022 poky i3 3aKIMKOM CKJIAcTH 30poro. Metoro
orepailii Oyi10 He CTUIbKY TIEpEeKOHaHHS, CKIIbKU TeCTYBaHHS PEakilii CyCHiIbCTBA Ta CTBOPEHHS Xa0Cy.
[HIMM THIIOM € COLianbHO-TICUXOMOTIYHI MaHIMyJ il Ha TOOYTOBOMY DiBHI, HAIPUKIAJ, KaMIlaHis
«cycig 31 cBiToM» Immig yac OnekayTiB. Pociliceki cmencmyxOuM TOHIMPIOBaTd HApPAaTHBH PO
HECTpaBeUIMBUN PO3IMOMT eNeKTPOeHeprii, 3Millyroun (OKyc arpecii yKpaiHIiB i3 30BHIIIHBOTO
BOpOTa Ha BHYTPIIIHI OpraHH BJaJy, IPOBOKYIOUH PO3KOJ CYCITLIbCTBA.

EdexTuBHIiCTh Takux omepariii 0a3yeThCsi Ha KOTHITHBHUX BpasMHBOCTAX. Sk 3a3nauae Tom
Hikonc y mpami «/luBaHHI ekcrepTH», iHTEPHET MOCHIIIOE MiATBEPAXYBAIbHE YIIEPEDKSHHS: «MHU
HIyKaEMO HOBHHH, SIKi IMITBEP/PKYIOTH HaIlll MepekoHaHHs, 1 BiakugaeMo Bce iHme»[6]. Lle poouts
BTOMJICHE BIHHOIO HACENICHHs BPa3JIMBUM JI0 MaHimyisimid. BomgHowac A. Merens Ta M. Spemuyk
HATOJIOIIYIOTh, 1110 KIIFOUOBHM MEXaHI3MOM BILIMBY € eMollil: «[H(popMalliiiHO-IICUXONIoriYHa orepaltis
— 11e 3aBkIu rpa Ha emollisx. Ctpax, nmaHika, 3HeBipa abo, HaBIAKHU, eHQOpPist — i€ Ti CTAHU, B IKUX
JIIOAIFTHA CTAa€ KEPOBAHOIO».[7]

3 ykpaiHCchkoro 00Ky eeKTUBHUM IpuKIazoM € kammanis "l Want to Live", sika uepes uudposi
KaHaJIM 33a0X04y€ POCIHCBKHX CONJATIB J0 37a4i B TIOJNIOH, BHUKOPHCTOBYIOUH CMapTQOHHM s
MepCOHANTI30BaHUX NOBiIOMIIeHb. Sk aHamizye Irregular Warfare Initiative, st PSYOP npusBena a0
THCSY A3BIHKIB HA Tapsavy JIIHIIO Ta peanbHUX 31a4 [8]. [Hmmii mpukima — pociiichbKi omepaitii 3 BIUIUBY
Ha TpoMajcbky nyMky B €Bpori Ta CLIA a1 miaTpUMKH CBOIX IHTEPECiB, BKIIIOYAOYM MPOIAraHIy
npo "Hanm3m" B Ykpaini [9].

s 3axucty HacenaeHHs Bif II1O npomonyeThest kKoMIiekcHui miaxin. [To-mepiire, miaBUIIIeHHS
MeJiarpaMoTHOCTI: OCBITHI MPOrpaMHu JUIsl po3Ii3HaBaHHs Je3iHdopMaltii, sk pekomenye "Protection
Against Negative Information-Psychological Influences in Conditions of Hybrid War", ne aBropu
MIPOTIOHYIOTH IHTETPAIlifo B IIKUTBHI Ta TPOMaIChKi mporpamu [ 10].

[To-npyre, PO3BUTOK PE3IIIEHTHOCTI: IHBECTHIll B CTIHKY iHGPACTPYKTYpy Ta CYCHUIbHY
€IHICTh, 100 3alepeuuTH CYNPOTUBHUKY JOCATHEHHS IIed depe3 IOk Ta posaiuteHHs [11]. Lle
BKJIIOYA€E INBUIKI KOHTPHApaTHBH Bix ypsay, sk y "Lessons on Public-Facing Information Operations"
[12].

ITo-Tpere, BUKOPHUCTAHHS BIHCHKOBUX paMOK, Takux sk MISO (Military Information Support
Operations), s crparerianoi mporufii, sik mpononye Taylor & Francis [13]. ¥V koHTekcTi Ykpainu —
MocHIIeHHS Kibep3axucTy Ta MbKHAPOAHOI ciiBIparti s MoHiTopusry II10.

Tox Big3HAYNMO, 110 «HAIEKHE PO3YMIHHS ITPABAX, BMIHHS 11 BIAITYKOBYBATH, CIIPHIMATH TyXKi
(immri) iHTepmperarii mpaBau € BaKJIMBOIO (MOXIIMBO, HEOOXIAHOKO) YMOBOIO YCITIIITHOTO PO3BUTKY
CycHniibcTBa Ta OKpeMoro immmBima» [14], Take BMIHHS O0COONHMBO aKTyadi3yeThCs B HacH
iH(hOPMAIIIIfHOTO CYCHITBCTBA, KOJIHM JIETKO CTBOPIOETHCS Ta MOMIMPIOETHCS PIZHOMAHITHUN Memia
KOHTEHT.

Otxe, 3axuct Bin 1110 Bumarae iHTerparii ocBiTH, TEXHONOTIH Ta moniTHKH. be3 cucremHoi
MIPOTHIIT TaKi oreparii MOXyTh MiipBaTH CyCIIbHY CTAOUTBHICTD, K Y POCIHCHKO-YKpaTHCHKil BilfHI.
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